ISRAEL LAWSON
229Magnolia St. 

Shaw AFB, SC 29152

(803) 666-4240

lunitius@sumter.net

QUALIFIYING EDUCATION AND TRAINING:
· HP-UX Advanced System Troubleshooting and Diagnostics Course

· BA, 96 / 120 credits towards BA in Business Administration

· Advanced TBM /CTAPS System Administration Certification

· Advanced Oracle Server Administration Training

· Advanced Unix System Laboratory Training Course

· Communication System Training, Office of Special Investigation

· Computer Crime / Destroyed Data Recovery Course

· Certified Sun / Solaris System Administrator

· Communications-Computer Operator Training Course


TECHNICAL SUMMARY: 10 Total Years of UNIX System Administration and Engineering

Programming Languages--ANSI C, Borland C++, Q Basic, most UNIX shell scripting languages

(tcsh, csh, sh, ksh, wish, tclsh, awk, sed), HTML 3.x, Perl, Cgi

Operating Systems--Unix System 5, SunOS 4.x, Solaris 2.x, HP-UX 9.x 10.x, MS-DOS, 

Novell NetWare, Windows 3.x, Windows 95, Windows NT 3.5.1, 4.0, Linux (Redhat, Slackware)

Databases--Sybase 10.x, Oracle 6.x, 7.3.x, 8.05, Postgres, SQL, Matrix (MQL), Oracle Application Server (OAS)

Applications--Abinitio, Visual Source Safe (VSS), SCCS, RCS, Tivoli Maestro 5.2, 6.0, MSC Fluent, MSC

Aries, AutoCAD 13, Matrix 5.0, 6.0, Autoview, Netscape, Sendmail, SAM, Sun Solstice, NetWorker, ADSM, SOS, Statepoint, TclPRO 1.0

Office Suites--MS Office 95 and 97, Applix 2.x and 3.x, Lotus Smart Suite, Combat Intelligence 

         System (CIS), Contingency Theater Automated Planning System (CTAPS)

Networking Protocols--TCP/IP, UDP, x.25, x3280, NetBEUI, SLIP, PPP, IPX, FTP, NDM, HyperChannel

Hardware--Sun Microsystems, Hewlett Packard 9000, Okidata and HP Laser Printers, Cisco Routers, 

Gateways, Bridges, Transceivers, PCs, RAID (0,1,3,5), NCR 3000 Series and 3500 Series, HP    735s, 160's, 110's, K570, K580, D270, SymBios Raid Platform, EMC Storage Arrays, StorageTEC Backup

CHRONOLOGICAL EXPERIENCE: 

1998 September-Present: Senior UNIX Systems Engineer, Nations Bank, Charlotte, NC, Full Time
Performed duties of Unix Systems Engineer in an Oracle development environment.  Integrated a dependency based loading scheme using extensive Korn-Shell programming and the Tivoli Systems Scheduling Tool, Maestro.  Scheme allowed a timely solution for loading of critical financial data files received via a C700 Mainframe using Hyperchannel transfer protocol. Implemented RAID-1 data mirroring and RAID-5, 5-1 data striping scenario by moving current Production environment from HP-Mod 30 drive arrays to an EMC RAID performance machine.  Implementation allowed for dynamic disk allocation and relocation providing a 75 percent increase in Data-Mart data accessibility.  Implemented a production based change control environment using Microsoft Visual Source Safe, SCCS, and RCS.  Implemented initial production tool planning for Abinitio, a Flat file based data loading and structuring tool which allows for multi-threading of flat file based loads across multiple machines and cpus.  Discovered data integrity error in current load process that truncated the most significant digit, this potentially saved Nations Bank millions of dollars.  Assisted in design of 3rd generation marketing analysis tools which provides real -time data access to Market Brokers around the nation.  

1998 June-September: Senior Unix Systems Analyst, Westinghouse CNFD, Columbia, SC, Full Time
Worked as System Administrator / Web Developer / Matrix Database Administrator in a Heterogeneous environment of HP-9.x, HP-10.20, and Windows NT 3.5.1, 4.0.  Wrote csh, tcl, awk, and mql scripts to automate the process of upgrading the Bill of Material data from an out of date mainframe to Matrix 6.0.  Developed interactive web pages to allow Engineers and Drafters access to critical nuclear code information and drawings via non-system specific format.  Performed daily administrative activities to include backup management, NIS management, and system administrative duties of a UNIX administrator. 

1998 April-June: Senior Unix Systems Analyst, NCR, Columbia, SC, Full Time

Develop hardware and software solutions for daily manufacturing and financial operations. Support 2000 users utilizing 1700 NCR /IBM Micro-channel workstations across 7 NCR 3550 Servers. Wrote NCR’s current UNIX backup software using shell programming capable of storing 29 GB of data on 4, 2.5GB 4mm tapes.  Wrote a custom program that validates multi-field financial and ordering records before uploading the data to the Oracle 7.3 database. Coded a highly detailed log analysis program used for monitoring nightly backup procedures as well as other behind the scenes and day-to-day business.

1995 - 1998: Unix System Analyst and Network Specialist, 609 ACOMS, Shaw AFB, S.C. 

Senior Analyst for designing, installing, and maintaining classified Combat Intelligence System (CIS) V1.1.1.1and V1.2 local area networks utilizing the Sun UltraSPARC and SPARCstation platforms. Primary duties include designing, building, configuring, and maintaining CIS deployable networks in a variety of tactical configurations. Install, configure, and maintain multiple Sybase database servers providing access to ninety users and fifty workstations. Provide immediate solutions for in-depth technical problems such as hardware and software 
configurations, networking, and peripheral connections. Instruct twelve system administrators on complex topics such as beginner, intermediate, and advanced UNIX system administration, Network Information Service (NIS, NIS+) implementation and maintenance, database maintenance, network theory and design, operating system troubleshooting and repair, and CIS / TBMCS system software maintenance and repair.  In addition, provide explicit instructions on CIS / TBMCS software and hardware system configuration, installation, and maintenance for both in-garrison and deployable TBM networks. Routinely attend design reviews, conferences, and software tests for TBM Core Systems V1.0.  Co-authored an essential Air Force-wide communication software package that allows Wing Level ATO and Time Critical Target (TCT) information to be disseminated between the Air Operation Center (AOC) and subordinate units. Served as the senior intelligence system administrator for the 9th Air Force’s Blue Flag (BF98) which successfully implemented the first ever fielded CIS 1.2.1and CTAPS 5.2.1 convergence. Led the initial testing and implementation project for the Combat Intelligence System (CIS) Version 1.2 at 9th Air Force. Received “Intelligence Warrior of the Day” award from609th AIS Commander by maintaining near 100 percent user availability for Combat Intelligence Systems during exercise “Coherent Defense 97”. Responsible for first ever transmittal of a CTAPS ATO through CIS at Roving Sands 97. Overcame NIS protocol boundaries within CIS 1.1.1 by separating NIS from the CIS Core software.   This separation allowed one server to control security and the other to control database manipulation thereby cutting network traffic by 80% and doubling the number of clients served.

1994-1995: Computer Crime Investigation Team, Office of Special Investigation, RAF Lakenheath, UK

Analyzed and reconstructed destroyed magnetic media for official OSI proceedings. Configured local area networks, Motorola Trouncing systems for point-to-point communications, office PCs running Windows 95 and NT, as well as maintained a comprehensive Intranet database for OSI agent use and inter-office communication.

1989-1994: Sole Network and Security Specialist, Anonymous Security Company, Indianapolis, IN (Volunteer)

Performed in-depth analysis of two Fortune 500 companies (Eli Lie Lillie, AT+T Labs) for possible computer and network security vulnerabilities. Responsible for reviewing current security procedures, discovering new security 
vulnerabilities in network servers and client workstations, and implementing new security procedures to prevent future security breaches. Additionally, validated network firewall integrity and database security by installing and configuring network utilities and tools that would ensure data was 100 percent accurate and reliable. Routinely met with senior management to disclose findings of investigation.


SECURITY CLEARANCE: Top Secret / SCI (SBI July 1997)

